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1
Discussion

In Release 15 three PDU Session Types, IP, Ethernet and Unstructured Data were defined.  Each provides a connectivity service to a DN via a UPF containing the PDU Session anchor.  Procedures were defined in TS23.502 to allow for change of the PDU session anchor according to the PDU Session SSC Mode. For SSC mode 2, the network may trigger the release of a PDU session and then instruct the UE to immediately establish a new PDU Session to the same DN, at which point a new PDU Session anchor may be selected. For SSC mode 3, the network allows the establishment of UE connectivity via a new PDU Session Anchor to the same DN before connectivity between the UE and the previous PDU Session Anchor is released. For IP PDU Sessions the UE is allocated an IP address corresponding to the prefix / subnet of the PDU session anchor.  When the anchor changes, the old IP address may be released and a new one assigned to the UE. The process is message intensive (as many as 30+, counting optional messages) and requires signaling with the UE.
For Ethernet PDU sessions, a PDU Session re-anchor does not require a UE address change as the UE MAC address is not tied to the network topology. Forwarding of Ethernet frames is based on MAC learning or other mechanisms to update the forwarding tables of switches in the DN. Re-anchor of Unstructured Data PDU Sessions in which UE identifiers are not associated with the PDU Session anchor also does not impact the UE.  Hence for these non-IP PDU Sessions, altering a data path to a new PDU session anchor may be achieved by updating forwarding tables rather than through 3GPP signaling.  For Ethernet PDU sessions, well established protocols to update switch paths may be used.
In current TS23.502 procedures, the SMF determines that the serving PDU Session anchor needs to be changed. Specific event triggers are not specified; hence the SMF has the flexibility to change the anchor according to the needs of various use cases. For example, the SMF could decide to relocate an Ethernet PDU Session anchor for load balancing or rebalancing, because a different UPF provides a data path with greater reliability, because a different UPF is more suitable for meeting QoS requirements, for maintenance, because a UPF resides in a specific jurisdiction, or for other reasons. Optimized procedures to support Ethernet PDU Session anchor relocation for these scenarios should be supported in 3GPP.While any event may trigger the SMF to relocate the PDU Session anchor, the most common for LANs associated with verticals will be device mobility. Improving the efficiency and minimizing the disruption of PDU session anchor relocation triggered by mobility takes on greater urgency for vertical LAN (deterministic) services (e.g. TSN). While for mobile broadband service the session anchor may continue to be provided through a centralized gateway, for low latency and to access local content, deterministic LAN services require a PDU session anchor within the vertical’s LAN or at an operator edge, making relocation a common event. This is particularly the case with 5G Ethernet “access points” which have a UPF co-located with a gNB. It is also the case when there are a small number of gNBs associated with a UPF. This contribution specifically addresses this scenario and Key Issue #3 (requirement below):
· “What are the impact on 5G System when TSN support is introduced due to mobility and determine to what extent TSN can be supported when there is mobility?”
Note that optimization of Ethernet PDU Session re-anchoring for other scenarios is proposed in Solution #11 (also to address Key Issue 3).   In that solution the SMF decides whether to relocate the PDU session anchor subsequent to an event, such as completion of handover execution.  For scenarios where there is one UPF per LAN or several gNB per-UPF, Solution #11 maintains the flexibility to relocate the UPF for any reason.   The new solution proposed here is intended to complement, not to replace Solution #11 for cases when UPFs are co-located or local to the gNB..  

Handover and anchor relocation are currently executed sequentially, which contributes to signaling inefficiency and creates an interval after handover is completed but before PDU Session Anchor relocation when data may be forwarded over a circuitous path between the Target gNB and the old PDU Session anchor. When a gNB is associated with a co-located or local UPF,  Ethernet PDU Session anchor relocation at handover may be automatic, and need not require a relocation decision by the SMF. a This enables more efficient signaling and avoids the circuitous forwarding in the interval between handover and anchor relocation.
Observation 2: When mobility is the trigger for Ethernet PDU Sessions anchor change, combining handover and automatic PDU Session anchor relocation for gNBs that have an associated (eg: co-located) UPF is far more efficient and less disruptive.  Improved anchor relocation takes on greater urgency for Vertical LANs (deterministic services such as TSN) as anchor relocation is more common than in operator WANs offering mobile broadband service.
Ethernet PDU sessions for vertical LAN scenarios may have properties that are quite different from IP PDU sessions in operator networks, where eMBB and similar services are provided over wide areas.  In many LAN environments, the PDU Session anchor may be greatly simplified.  Functions such as lawful intercept, usage reporting for charging, policy enforcement (eg: gating, redirection), packet inspection for application detection, etc. are less likely to be needed while simplified deployment of access nodes that can more directly provide local Ethernet connectivity with low latency and access to local content, similar to WLAN access points is of greater importance.
In other vertical LAN environments, different LAN characteristics are important. For TSN networks, a co-located gNB/UPF eliminates the complexity of synchronizing and providing user plane transmission schedules to separate functions (including DU, CU and UPF) connected over GTP tunnels.  It also enables a single node to act as a 5G TSN bridge.  For fixed networks, a collocated UPF/AGF (where AGF is the equivalent of RAN or N3IWF) is being proposed for Wireline-Wireless Convergence (WWC) in the BBF.  Though this use case does not involve mobility, it would benefit from expedited UPF selection based on indicators provided by the access network.
Observation 3: Several use cases associated with verticals benefit from UPFs co-located with the access.  In some vertical LAN environments, the PDU Session anchor may be greatly simplified compared to anchors used for eMBB.   A local LAN PDU session anchor can simplify deployment, improve latency and allow content to be kept in the local network.  An access node that directly offers Ethernet service simplifies node synchronization and scheduling for TSN.
The differences between Ethernet PDU sessions for vertical LANs and Operator WAN services are illustrated in table 1.
	
	Vertical LAN
	Operator eMBB WAN Service

	PDU Session Type
	Ethernet
	IPv6 / IPv4

	UE Address handling at PDU Session Re-anchor
	MAC address not affected by PDU Session Re-anchor
	New IP@ assigned in the subnet/prefix of new PDU Session Anchor

	Re-anchor Frequency
	Frequent for mobile devices – at each HO or when entering area served by the LAN
	Less Frequent – when entering an area served by a different edge cloud

	PDU Session Anchor Features
	Fewer – QoS, TSN, Policy Enforcement.
	Rich - LI, Usage Reporting for Charging, Policy Enforcement, Packet Inspection, QoS, etc.

	PDU Session Re-Anchor Trigger
	Usually UE Mobility into or around LAN Service Area
	SMF Decides (any reason)

	Typical 5G Access Node
	Ethernet Access Point with co-located or local gNB and UPF 
	DU with F1 to CU in edge cloud


Table 1: Comparison of typical Vertical LAN service and Operator WAN Service
2
Proposal for Integrated Handover and Ethernet PDU Session Anchor Re-Location
This solution proposes autonomous Ethernet PDU Session Anchor relocation by the 5G RAN after authorization by the SMF. It supports UPFs co-located with gNBs, enabling 5G Ethernet access points that can directly provide connectivity within in a LAN. It also supports UPFs deployed for a small cluster of gNBs, though 3GPP defined interactions, if any, between the gNBs in a cluster and their UPFs are left FFS. Seamless handover is supported by integrating automatic PDU Session Anchor relocation with handover.  The two scenarios, with a gNB co-located UPF, and a UPF serving a small cluster of gNBs, are depicted in Figure 1.
Solution includes the following:

1. Initial selection of a gNB co-located/local UPF at PDU session establishment, including authorization from the SMF for the RAN to autonomously relocate the PDU Session Anchor to a new gNB co-located/local UPF at handover

2. Handover from a Source gNB to a Target gNB where:

a. The Source has a co-located/local UPF and the Target has a different co-located/local UPF. UPF relocation occurs automatically if the Target approves relocation during admission control. The Source may send the Target UE MAC addresses observed at he Source UPF so the Target can update bridge forwarding tables in the Eternet DN. The SMF is subsequently informed of the new UPF N4 addersss when Path Switch Request is sent by the Target gNB.

b. The Source has a co-located/local UPF and the Target either does not have a co-located/local UPF, or HO admission control at the Target determines it can not support a PDU Session currently anchored at the Source. The SMF is informed in the Path Switch Request that it must choose a non-colocated UPF.  After the SMF selects and establishes an N4 session with the non-colocated UPF, the Target gNB is sent the UPF F-TEID in the Path Switch Request Ack.
c. The Source does not have a co-located/local UPF but the Target supports a co-located/local UPF. The target gNB indicates in the Path Switch Request that it supports a co-located UPF. If the SMF decides to authorize use of the co-located/local UPF for a PDU Session currently anchored elsewhere, it sends an indication in the Path Switch Request Response. The indication may include UE MAC addresses observed on the prior non-co-located/local UPF and whether Autonomous PDU Session Anchor relocation at the RAN (APSAR) is authorized for subsequent handovers.  The Target gNB/UPF may use the MAC addresses to update bridge forwarding tables in the Eternet DN.
3. UE Triggered Service Request with RAN co-located/local UPF. At service request, this allows the immediate selection by the SMF of a gNB co-located/local UPF.

[image: image1]
Figure 1: Architectures Supported -  Co-located gNB and UPF, and gNBs with a local UPF.
PDU Session Establishement with Support for UPFs co-located or Local to gNBs
Initial selection of co-located or local UPFs uses a mechanism similar to that used in 4G for selection of HeNB co-located L-GWs.  Figure 2 reproduces TS23.502, Figure 4.3.2.2.1-1: UE-requested PDU Session Establishment for non-roaming and roaming with local breakout. To support PDU Sessions with UPFs co-located or local to gNBs, the following changes to the existing steps are made..
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Figure 2: TS 23.502 Figure 4.3.2.2.1-1: UE-requested PDU Session Establishment for non-roaming and roaming with local breakout
Step 1: In the initial N2 UE message to the NGC, the gNB with local/co-located UPF sends an indication of the presence of a co-located or local UPF, the DNNs supported and an N4 interface address of the UPF. 

Step 8: The SMF skips UPF selection if it agrees, based on the indication, the DNN and other factors such as subscription data, that a co-located/local UPF is appropriate for the PDU session. 
Steps 10: N4 Session establishement Request / Modification is optional.  gNB Co-located/local UPFs may be pre-configured to provide Ethernet PDU session anchors with minimal functionality, for example only Ethernet frame forwarding.
Steps 11 & 12: The SMF message to the gNB indicates that the co-located/local UPF has been selected for the PDU session. The message may furthermore indicate whether Autonomous PDU Session Anchor relocation at the RAN (APSAR) is authorized. APSAR authorization allows subsequent PDU Session Anchor relocation during handover without further prior authorization from the SMF. The SMF may interact normally via N4 with the co-located/local UPF.
Handover with Ethernet PDU Session Anchor Relocation for RAN co-located UPFs
A handover with automatic Ethernet PDU Session Anchor relocation is shown in figure 3. It is based on TS38.300 figure 9.2.3.2.1-1: Intra-AMF/UPF Handover.  To support PDU Session with UPFs co-located or local to gNBs, the following changes are made:
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Figure 3: Handover with Ethernet PDU Session Anchor Relocation (based on TS38.300, figure 9.2.3.2.1-1: Intra-AMF/UPF Handover
Step 3: If APSAR is authorized and there is currently a PDU session served by a co-located/local UPF at the Source gNB. the Source gNB/UPF requests a co-located/local UPF in the Handover Request message to the Target gNB.  The request may be for one or more of the UE’s locally anchored PDU sessions, and may contain a list of source MAC addresses of frames received from the UE as observed at the Source gNB/UPF, and other UPF Context information. 

Step 4: 
If the Target gNB supports a co-located/local UPF, it performs admission control for the Ethernet PDU Session Anchor.  The PDU session may be admitted without NGC signaling. 
Step 5: 
The Source gNB is informed whether a co-located UPF at the Target gNB has been selected via the Handover Request Ack 
Step 7:  
After SN Status Transfer, downlink data are forwarded from the source gNB/UPF to the target gNB/UPF.
Step 8:  If the Target gNB/UPF admitted a PDU session in Step 4, the Target co-located/local UPF may update Ethernet forwarding via a variety of mechanisms the use of which are specific to the DN and the specification of which are out-of-scope for 3GPP.  The UPF may for example issue a Gratuitous ARP (GARP) containing the MAC address(es) of the UE that has switched to the new anchor. Alternatively, the UPF may send an unsolicited Neighbor Discovery Protocol (NDP) Neighbor Advertisement message indicating the UE MAC addresses, the UPF may generate a user plane frame with the UE’s MAC addresses (and possibly its VLAN tag) and configurable payload which will be dropped by the endhosts, or the UPF may send another message compatible with DN protocols.  The UE MAC addresses are those received in the Handover Request in Step 2.
Step 10: If the Target gNB/UPF has admitted a PDU session in step 4, the new UPF N4 address is included in the Path Switch Request message. If the Target gNB does not admit a PDU Session in step 4 (because admission control failed or because the Target gNB does not support a co-located/local UPF), then an indication that no gNB associated UPF is available for the PDU sesssion is included in the Path Switch Request.  The list of UE MAC addresses received in the Handover Request is also included in the Path Switch Request.
If the Target gNB supports a co-located/local UPF, but no request for a co-located/local UPF was made in the handover request (in step 2), then an indication that a co-located/local UPF is available at the Target gNB is included in the Path Switch Request.  The indication includes the DNNs supported by the UPF and an N4 interface address of the UPF.
Step 11: The Path Switch Request triggers a Nsmf_PDUSession_UpdateSMContext Request to the SMF which may contain the new co-located/local UPF N4 address, an indication that no co-located/local UPF is assigned at the Target gNB, and an indication that a co-located/local UPF is available at the Target gNB.
Step 12: If:
· The SMF receives an N4 address of a new co-located/local UPF, it records the new address and directs subsequent N4 traffic to the new UPF.

· If the SMF receives an indication that for a DNN, no co-located/local UPF is assigned at the Target gNB, the SMF performs UPF selection and sends an N4 Session Establishment Request to the selected, non-co-located UPF.  The message may contain the list of UE MAC addresses from the Path Switch Request
· If the SMF receives an indication that a co-located/local UPF is available at the Target gNB, the SMF decides based on the DNN and other factors such as subscription data, whether the co-located/local UPF is appropriate for the PDU session.
Step 13:
If none of the items in Step 12 are received by the SMF, then the SMF sends an N4_Session Modification_Request containing the new F-TEID of the target gNB to the current UPF as per current procedure.
Step 14:
If the SMF selected a new UPF not associated with the Target gNB in Step 12 and included UE MAC addresses in the N4 message to the UPF, then the UPF may update Ethernet forwarding via a variety of mechanisms the use of which are specific to the DN and the specification of which are out-of-scope for 3GPP.  The UPF may for example issue a Gratuitous ARP (GARP) containing the MAC address(es) of the UE that has switched to the new anchor. Alternatively, the UPF may send an unsolicited Neighbor Discovery Protocol (NDP) Neighbor Advertisement message indicating the UE MAC addresses, the UPF may generate a user plane frame with the UE’s MAC addresses (and possibly its VLAN tag) and configurable payload which will be dropped by the endhosts, or the UPF may send another message compatible with DN protocols.
Step 15: The SMF sends a response to the Target gNB/UPF.  If the SMF selected a UPF in the Target gNB/UPF in step 12, then it includes an indication that the co-located/local UPF has been selected for a PDU session and UE MAC addresses observed on the prior non-co-located/local UPF.  The message may furthermore indicate whether Autonomous PDU Session Anchor relocation at the RAN (APSAR) is authorized.

Step 16: If the SMF selected a UPF in the target gNB/UPF in step 12, the co-located/local UPF may update Ethernet forwarding via a variety of mechanisms the use of which are specific to the DN and the specification of which are out-of-scope for 3GPP.  The co-located/local UPF may use UE MAC addresses received in the response from the SMF in step 15. The co-located/local UPF may for example issue a Gratuitous ARP (GARP) containing the MAC address(es) of the UE that has switched to the new anchor. Alternatively, the UPF may send an unsolicited Neighbor Discovery Protocol (NDP) Neighbor Advertisement message indicating the UE MAC addresses, the UPF may generate a user plane frame with the UE’s MAC addresses (and possibly its VLAN tag) and configurable payload which will be dropped by the endhosts, or the UPF may send another message compatible with DN protocols.
Step 18:
If the SMF selected a UPF in the Target gNB/UPF in step 12, then the N4 session is released at prior UPF. The prior UPF may wait for a configurable period before it stops delivering downlink frames for a given PDU Session. 
UE Triggered Service Request with RAN co-located/local UPF

UE Triggered Service Request sequence is modified to allow selection of gNB local/co-located PDU Session anchors.  The main steps are similar to those to support gNB co-located/local UPFs at PDU Session Setup.   Figure 4 reproduces TS23.502 figure 4.2.3.2-1: UE Triggeres Service Request Procedure.  The following changes to the existing steps are made:  
Editor’s Note: It is FFS whether UE MAC addresses should be stored in the UE context so the UPF can send a Gratuitous ARP to update switch forwarding tables at Service Request 
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Figure 4: TS 23.502, figure 4.2.3.2-1: UE Triggered Service Request procedure

Step 2: 
In the initial N2 UE message to the NGC, the gNB with co-located/local UPF sends an indication of the presence of a co-located or local UPF, the DNNs it supports and the N4 interface address of the UPF. 
Step 5b:
The SMF skips UPF selection if it agrees, based on the indication, the DNN and other factors such as subscription data, that a local / co-located UPF is appropriate for a PDU session. Separate decisions may be made for each PDU session of the UE.
Steps 6a/b: If a gNB Co-located/local UPFs is not pre-configured to provide Ethernet PDU session anchors (e.g: with minimal functionality to support only Ethernet frame forwarding), then the SMF and the gNB co-located/local UPF exchange N4 Session establishement Request/Reponse messages. In addition, the SMF exchanges an N4 Session Release Request/Response with the old PDU Session anchor.
Steps 11 & 12: The SMF message to the gNB indicates that the co-located/local UPF is selected for the PDU session. The message may furthermore indicate whether Autonomous PDU Session Anchor relocation at the RAN (APSAR) is authorized. APSAR authorization allows subsequent PDU Session Anchor relocation during handover without further prior authorization from the SMF. The SMF may interact normally via N4 with the co-located/local UPF.  
Note when the UE CM state transitions to idle and a co-located/local UPF has been assigned for a PDU session, the SMF may consider relocating the PDU session anchor to a central UPF.   
We proposed to capture the following solution in TR 23.725.
*** First Change ***

6.X
Solution: Integrated Handover and Ethernet PDU Session Anchor Re-Location

6.x.1
Description
This is a solution option for Key Issue #3.  This solution proposes autonomous Ethernet PDU Session Anchor relocation by the 5G RAN after authorization by the SMF. It supports UPFs co-located with gNBs, enabling 5G Ethernet access points that can directly provide connectivity within in a LAN. It also supports UPFs deployed for a small cluster of gNBs, though 3GPP defined interactions, if any, between the gNBs in a cluster and their UPFs are left FFS. Seamless handover is supported by integrating automatic PDU Session Anchor relocation with handover.  The two scenarios, with a gNB co-located UPF, and a UPF serving a small cluster of gNBs, are depicted in Figure 1.
Solution includes the following:

1. Initial selection of a gNB co-located/local UPF at PDU session establidhment, including authorization from the SMF for the RAN to autonomously relocate the PDU Session Anchor to a new gNB co-located/local UPF at handover

2. Handover from a Source gNB to a Target gNB where:

a. The Source has a co-located/local UPF and the Target has a different co-located/local UPF.   UPF relocation occurs automatically if the Target approves relocation during admission control.  The Source may send the Target UE MAC addresses observed at he Source UPF so the Target can update bridge forwarding tables in the Etenrnet DN.  The SMF is subsequently informed of the new UPF N4 addersss when Path Switch Request is sent by the Target gNB.

b. The Source has a co-located/local UPF and the Target either does not have a co-located/local UPF, or HO admission control at the Target determines it can not support a PDU Session currently anchored at the Source.   The SMF is informed in the Path Switch Request that it must choose a non-colocated UPF.  After the SMF selects and establishes an N4 session with the non-colocated UPF, the Target gNB is sent the UPF F-TEID in the Path Switch Request Ack.

c. The Source does not have a co-located/local UPF but the Target supports a co-located/local UPF.  The target gNB indicates in the Path Switch Request that it supports a co-located UPF.   If the SMF decides to authorize use of the co-located/local UPF for a PDU Session currently anchored elsewhere, it sends an indication in the Path Switch Request Response.  The indication may include UE MAC addresses observed on the prior non-co-located/local UPF and whether Autonomous PDU Session Anchor relocation at the RAN (APSAR) is authorized for subsequent handovers.  The Target gNB/UPF may use the MAC addresses to update bridge forwarding tables in the Etenrnet DN.

3. UE Triggered Service Request with RAN co-located/local UPF.  At service request, this allows the immediate selection by the SMF of a gNB co-located/local UPF.
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Figure 1: Architectures Supported -  Co-located gNB and UPF, and gNBs with a local UPF.

6.X.2
Procedures

PDU Session Establishement with Support for UPFs co-located or Local to gNBs

Initial selection of co-located or local UPFs uses a mechanism similar to that used in 4G for selection of HeNB co-located L-GWs.  Figure 2 reproduces TS23.502, Figure 4.3.2.2.1-1: UE-requested PDU Session Establishment for non-roaming and roaming with local breakout.   To support PDU Sessions with UPFs co-located or local to gNBs, the following changes to the existing steps are made.
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Figure 2: TS 23.502 Figure 4.3.2.2.1-1: UE-requested PDU Session Establishment for non-roaming and roaming with local breakout
Step 1: In the initial N2 UE message to the NGC, the gNB with local/co-located UPF sends an indication of the presence of a co-located or local UPF, the DNNs supported and an N4 interface address of the UPF. 

Step 8: The SMF skips UPF selection if it agrees, based on the indication, the DNN and other factors such as subscription data, that a co-located/local UPF is appropriate for the PDU session. 

Steps 10: N4 Session establishement Request / Modification is optional.  gNB Co-located/local UPFs may be pre-configured to provide Ethernet PDU session anchors with minimal functionality, for example only Ethernet frame forwarding.
Steps 11 & 12: The SMF message to the gNB indicates that the co-located/local UPF has been selected for the PDU session. The message may furthermore indicate whether Autonomous PDU Session Anchor relocation at the RAN (APSAR) is authorized. APSAR authorization allows subsequent PDU Session Anchor relocation during handover without further prior authorization from the SMF. The SMF may interact normally via N4 with the co-located/local UPF.
Handover with Ethernet PDU Session Anchor Relocation for RAN co-located UPFs

A handover with automatic Ethernet PDU Session Anchor relocation is shown in figure 3. It is based on TS38.300 figure 9.2.3.2.1-1: Intra-AMF/UPF Handover.  To support PDU Session with UPFs co-located or local to gNBs, the following changes are made:
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Figure 3: Handover with Ethernet PDU Session Anchor Relocation (based on TS38.300, figure 9.2.3.2.1-1: Intra-AMF/UPF Handover
Step 3: If APSAR is authorized and there is currently a PDU session served by a co-located/local UPF at the Source gNB. the Source gNB/UPF requests a co-located/local UPF in the Handover Request message to the Target gNB.  The request may be for one or more of the UE’s locally anchored PDU sessions, and may contain a list of source MAC addresses of frames received from the UE as observed at the Source gNB/UPF, and other UPF Context information. 

Step 4: 
If the Target gNB supports a co-located/local UPF, it performs admission control for the Ethernet PDU Session Anchor.  The PDU session may be admitted without NGC signaling. 

Step 5: 
The Source gNB is informed whether a co-located UPF at the Target gNB has been selected via the Handover Request Ack 
Step 7:  
After SN Status Transfer, downlink data are forwarded from the source gNB/UPF to the target gNB/UPF.
Step 8:  If the Target gNB/UPF admitted a PDU session in Step 4, the Target co-located/local UPF may update Ethernet forwarding via a variety of mechanisms the use of which are specific to the DN and the specification of which are out-of-scope for 3GPP.  The UPF may for example issue a Gratuitous ARP (GARP) containing the MAC address(es) of the UE that has switched to the new anchor. Alternatively, the UPF may send an unsolicited Neighbor Discovery Protocol (NDP) Neighbor Advertisement message indicating the UE MAC addresses, the UPF may generate a user plane frame with the UE’s MAC addresses (and possibly its VLAN tag) and configurable payload which will be dropped by the endhosts, or the UPF may send another message compatible with DN protocols.  The UE MAC addresses are those received in the Handover Request in Step 2.
Step 10: If the Target gNB/UPF has admitted a PDU session in step 4, the new UPF N4 address is included in the Path Switch Request message. If the Target gNB does not admit a PDU Session in step 4 (because admission control failed or because the Target gNB does not support a co-located/local UPF), then an indication that no gNB associated UPF is available for the PDU sesssion is included in the Path Switch Request.  The list of UE MAC addresses received in the Handover Request is also included in the Path Switch Request.

If the Target gNB supports a co-located/local UPF, but no request for a co-located/local UPF was made in the handover request (in step 2), then an indication that a co-located/local UPF is available at the Target gNB is included in the Path Switch Request.  The indication includes the DNNs supported by the UPF and an N4 interface address of the UPF.

Step 11: The Path Switch Request triggers a Nsmf_PDUSession_UpdateSMContext Request to the SMF which may contain the new co-located/local UPF N4 address, an indication that no co-located/local UPF is assigned at the Target gNB, and an indication that a co-located/local UPF is available at the Target gNB.
Step 12: If:

· The SMF receives an N4 address of a new co-located/local UPF, it records the new address and directs subsequent N4 traffic to the new UPF.

· If the SMF receives an indication that for a DNN, no co-located/local UPF is assigned at the Target gNB, the SMF performs UPF selection and sends an N4 Session Establishment Request to the selected, non-co-located UPF.  The message may contain the list of UE MAC addresses from the Path Switch Request

· If the SMF receives an indication that a co-located/local UPF is available at the Target gNB, the SMF decides based on the DNN and other factors such as subscription data, whether the co-located/local UPF is appropriate for the PDU session.
Step 13:
If none of the items in Step 12 are received by the SMF, then the SMF sends an N4_Session Modification_Request containing the new F-TEID of the target gNB to the current UPF as per current procedure.

Step 14:
If the SMF selected a new UPF not associated with the Target gNB in Step 12 and included UE MAC addresses in the N4 message to the UPF, then the UPF may update Ethernet forwarding via a variety of mechanisms the use of which are specific to the DN and the specification of which are out-of-scope for 3GPP.  The UPF may for example issue a Gratuitous ARP (GARP) containing the MAC address(es) of the UE that has switched to the new anchor. Alternatively, the UPF may send an unsolicited Neighbor Discovery Protocol (NDP) Neighbor Advertisement message indicating the UE MAC addresses, the UPF may generate a user plane frame with the UE’s MAC addresses (and possibly its VLAN tag) and configurable payload which will be dropped by the endhosts, or the UPF may send another message compatible with DN protocols.
Step 15: The SMF sends a response to the Target gNB/UPF.  If the SMF selected a UPF in the Target gNB/UPF in step 12, then it includes an indication that the co-located/local UPF has been selected for a PDU session and UE MAC addresses observed on the prior non-co-located/local UPF.  The message may furthermore indicate whether Autonomous PDU Session Anchor relocation at the RAN (APSAR) is authorized.
Step 16: If the SMF selected a UPF in the target gNB/UPF in step 12, the co-located/local UPF may update Ethernet forwarding via a variety of mechanisms the use of which are specific to the DN and the specification of which are out-of-scope for 3GPP.  The co-located/local UPF may use UE MAC addresses received in the response from the SMF in step 15. The co-located/local UPF may for example issue a Gratuitous ARP (GARP) containing the MAC address(es) of the UE that has switched to the new anchor. Alternatively, the UPF may send an unsolicited Neighbor Discovery Protocol (NDP) Neighbor Advertisement message indicating the UE MAC addresses, the UPF may generate a user plane frame with the UE’s MAC addresses (and possibly its VLAN tag) and configurable payload which will be dropped by the endhosts, or the UPF may send another message compatible with DN protocols.
Step 18:
If the SMF selected a UPF in the Target gNB/UPF in step 12, then the N4 session is released at prior UPF. The prior UPF may wait for a configurable period before it stops delivering downlink frames for a given PDU Session. 
UE Triggered Service Request with RAN co-located/local UPF

UE Triggered Service Request sequence is modified to allow selection of gNB local/co-located PDU Session anchors.  The main steps are similar to those to support gNB co-located/local UPFs at PDU Session Setup.   Figure 4 reproduces TS23.502 figure 4.2.3.2-1: UE Triggeres Service Request Procedure.  The following changes to the existing steps are made:  
Editor’s Note: It is FFS whether UE MAC addresses should be stored in the UE context so the UPF can send a Gratuitous ARP to update switch forwarding tables at Service Request 
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Figure 4: TS 23.502, figure 4.2.3.2-1: UE Triggered Service Request procedure

Step 2: 
In the initial N2 UE message to the NGC, the gNB with co-located/local UPF sends an indication of the presence of a co-located or local UPF, the DNNs it supports and the N4 interface address of the UPF. 
Step 5b:
The SMF skips UPF selection if it agrees, based on the indication, the DNN and other factors such as subscription data, that a local / co-located UPF is appropriate for a PDU session.  Separate decisions may be made for each PDU session of the UE.

Steps 6a/b: If a gNB Co-located/local UPFs is not pre-configured to provide Ethernet PDU session anchors (eg: with minimal functionality to support only Ethernet frame forwarding), then the SMF and the gNB co-located/local UPF exchange N4 Session establishement Request/Reponse messages.   In addition the SMF exchanges an N4 Session Release Request/Response with the old PDU Session anchor.
Steps 11 & 12: The SMF message to the gNB indicates that the co-located/local UPF is selected for the PDU session. The message may furthermore indicate whether Autonomous PDU Session Anchor relocation at the RAN (APSAR) is authorized. APSAR authorization allows subsequent PDU Session Anchor relocation during handover without further prior authorization from the SMF. The SMF may interact normally via N4 with the co-located/local UPF.  
Note when the UE CM state transitions to idle and a co-located/local UPF has been assigned for a PDU session, the SMF may consider relocating the PDU session anchor to a central UPF.   
6.X.3
Impacts on Existing Nodes and Functionality

The solution has the following impact on the nodes. 

UE: No Impact

AMF: No Impact – messages to SMF are sent via transparent container
gNB

· Support co-located or local UPF and additional N2 signalling parameters at initial N2 messages for a UE.
SMF:

· Support Autonomous PDU Session Anchor relocation at the RAN (APSAR) authorization
· Support Ethernet PDU Anchor selection triggered during Handover and Service Request
UPF:

· Record/Store UE MAC addresses for each PDU Session and send them on N4 when requested by SMF
· Trigger update of Ethernet DN  forwarding tables.
6.X.4
Solution Evaluation

Editor's Note: This clause provides an evaluation of this solution.
*** End of changes ***
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